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1. Introduction 

This policy outlines the guidelines and rules for accessing and using the internet at  

LIAQUAT INSTITUTE OF MEDICAL & HEALTH SCIENCES (LIMHS), THATTA, ensuring a 

safe and secure online environment for all students, faculty, and staff for 

academic, research, and administrative activities. 

2. Acceptable Use 

The campus internet connection is provided for academic, research, and 

administrative purposes. Users must use the internet responsibly and ethically, 

respecting the rights of others and the security of the network. 

3. Network Security 
The campus network is protected by firewalls, intrusion detection systems, and 

antivirus software. Users must not attempt to bypass or disable these security 

measures. 

4. Personal Devices 
Personal devices (laptops, smartphones, etc.) must comply with campus security 

standards before connecting to the network. 

5. Password Management 

Users must keep their passwords confidential and change them regularly. 

6. Internet Usage 
The following activities are prohibited: 

 Illegal activities (e.g., hacking, copyright infringement) 

 Unauthorized access to restricted websites or networks 

 Spamming, phishing, or spreading malware 

 Inappropriate or offensive content 
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7. Monitoring 
 The campus reserves the right to monitor internet activity to ensure compliance 

with this policy. 

 Consequences: Violations of this policy may result in disciplinary action, 

including loss of internet access and legal action.. 

8. Responsibilities 

 Users: Familiarize yourself with this policy and report any security incidents or 

violations. 

 IT Department: Ensure network security, monitor internet activity, and enforce 

this policy. 

9.  Review and Revision 

 This policy will be reviewed and revised as necessary to ensure it remains 

effective and up-to-date. 

 


